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Abstract — This paper proposes to make a prototype that can detect fires automatically and can be monitored via a website
with a Wireless Sensor Network (WSN) to detect fires in several places at once and facilitate the placement of the detectors.
WSN is a technology in which multiple sensors work together to establish communication over a wireless network. This
prototype fire monitoring system can be monitored through the website in real time and the detection data is stored on the
cloud server. This prototype fire monitoring system uses 4 sensor nodes, each of which has 1 KY-026 fire sensor and 1
MQ2 smoke sensor and uses the NodeMCU ESP8266 as a microcontroller and can be placed in several places to detect
fires and send detection results to the master node wirelessly. The master node processes data concurrently, that is sent by
the 4 sensor nodes into 16 conditions, in the event of a fire it will send a telegram message and condition data to the cloud
server. Several attempts to transmit data from the sensor node to the master node server were completely successful and
required an average delivery time of 890 milliseconds. Sending data from the master node detection results to the cloud
server requires an average data delivery time of 345 milliseconds. When a fire occurs, the master node sends a telegram
notification message with an average message delivery time to the homeowner of 972 milliseconds. Website monitoring can
be accessed from anywhere and with any device that supports internet and web browser usage.
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I. INTRODUCTION

Wireless Sensor Network or WSN is a technology
where several sensors work together to establish
communication over a wireless network using
transceiver and receiver modules [1]. This network
can be formed by many sensor nodes. WSNs can
be used for monitoring or controlling environmental
areas. Fire is a problem that occurs suddenly so it
will be very difficult to predict and overcome. The
causes of fires are varied and generally occur due to
electrical short circuits, negligence due to forgetting to
turn off the stove while cooking, gas leaks, and many
other causes. Fire is of course very detrimental and
can cause loss, both material, and life. The absence
of a system that can detect fires in people’s homes
causes fire handling to be delayed; as a result, it can
cause fires to spread everywhere. With this problem,
it is necessary to have a system that can detect fires

in the house automatically. WSN can be used as a fire
detection system.

Several previous studies on fire detection, and
research on system and circuit design for a fire
early warning devices using heat sensors (LM35),
gas sensors (QM-6), and smoke sensors (TGS 2600).
If there is a fire will send a warning via Short
Message Service (SMS) [2]. In this study there is a
problem because it cannot monitor fires directly, only
sending short messages when a fire occurs. Research
on the design and manufacture of a fire early warning
device with a video camera and smoke sensor that is
connected to a microcontroller and then uses a Zigbee
module to connect to a computer was proposed in [3].
In this study, there are drawbacks because it can only
monitor in several places at once and the monitoring
results can only be accessed on a local network.
Research on the peat-land fire detection system in Riau
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Province had been conducted. This tool uses an LM35
sensor, a fire sensor, and a humidity sensor. Data from
the sensor is processed by the microcontroller and then
sent via the HC12 module and the data is stored in
databases to be displayed on a computer application,
if a fire is detected, the application on the computer
will send an SMS via the SMS gateway [4]. In this
study, there is a lack of detection that can only be done
on the local network. Research on overcoming fires in
the home area, this tool uses temperature, humidity,
CO sensors and smoke sensors on the sensor node
which is connected to the Xbee device to the server
(Raspberry Pi 2) and can be accessed in real-time on
the cellphone with the application [5]. In this study,
there is a lack of monitoring applications that can
only be accessed through an Android device. Research
on the development of IoT for detecting and tackling
fires can be monitored via the web [6]. In this study,
there are drawbacks in that this tool still uses an
Ethernet cable to connect to servers for the web and
applications.

This prototype fire detection system contributes
as the simulation model to overcome problems in
detecting fires to be more accurately. In this prototype,
the implementation of detection data can be simulated,
and it is easy to monitor through the website. This
prototype can send a message to homeowners when the
event of a fire occurred. Differences in the contribution
of the research compared with previous studies are in
Table 1.

Table 1. Delay Specification
a b c d

P Serial Serial Serial Concurrently
T Wireless Wireless Wired Wireless
S Flexible Flexible Not Flexible Flexible
C Y1 Y2 Y3 Y4

where P = Processing Data, T = Transmitting data,
S = Sensor Node Placement, C = Can be monitored,
a = Article 1 [4], b = Article 2 [5], c = Article 3
[6], d = This paper, Y1 = Yes, in local network with
pc application, Y2 = Yes, with android application
anywhere, Y3 = Yes, with website anywhere, and Y4 =
Yes, with website anywhere.

II. RESEARCH METHOD

Concurrency is the ability to process a task
or process simultaneously. To be able to work
concurrently, we need a scheduling algorithm so
that the task or process can be processed based on
the scheduling algorithm such as batch scheduling
algorithm, interactive scheduling algorithm, real-time
scheduling, and thread scheduling. This scheduler
serves to determine the task or process that will
be executed when faced with a choice of several
tasks or processes to produce faster processing and in
accordance with what we want [7].

This prototype fire detection system is intended for
homes with a length of 12 meters and a width of 10
meters. To detect fires quickly, and precisely, and when
a fire occurs, you can immediately notify the occupants
of the house either directly while at home or through
notification messages when outside the house and can
be monitored in real-time through the website. Fig. 1
shows the placement of four sensor nodes with a red
dot and one master node in the house with a yellow
dot.

Fig. 1. Sensor node and master node placement plan.

Fig. 2 is a block diagram of the overall system,
the Wireless Sensor Network system consists of four
sensor nodes, each of which is connected to the master
node using a Wi-Fi module with the ESP NOW
protocol. After the master node receives data from the
sensor node, the master node processes the data into
several conditions. Then the data from the sensor node
detection and the results of the conditioning process
are sent to the server.

Fig. 2. System block diagram.

This prototype house fire detection system was built
using the concept of the WSN which consists of sensor
nodes in charge of retrieving data (fire and smoke
detection). The master node collects data that has
been taken by several sensor nodes and processes the
condition of the data results and sends the results of
the data processing to the cloud server, the data that
is already on the cloud server is then processed and
displayed in real-time on the website.

Fig. 3 is the architecture and workings of the
wireless sensor network. Sensor node and master
node using NodeMCU ESP8266 were developed.
Several sensor nodes are connected to the master node
wirelessly using a Wi-Fi network with ESP NOW
protocol then the master node processes the results
from the sensor nodes and sends them to the cloud
server so that users can monitor the detection results
through the monitoring website [1], [8]–[10]. This

Jurnal Infotel, Vol. 14, No. 4, November 2022
https://doi.org/10.20895/infotel.v14i4.836

308



ISSN: 2085-3688; e-ISSN: 2460-0997
Concurrently wireless sensor network using microcontroller for home monitoring against fire

Fig. 3. Wireless sensor network architecture.

architecture is simple, when it is necessary to add
sensor nodes, it can be done easily if the area is still
in coverage without having to completely overhaul the
system that is already running.

A. Sensor Node

The sensor node uses the NodeMCU ESP8266 as
its microcontroller which already has a Wi-Fi module
for communication [11]–[13]. The step-down module
is used to lower the adapter voltage from 12V to 5V
so that it can be used by microcontrollers and sensors.
KY-026 fire sensor and MQ2 smoke sensor to detect
the presence of fire and smoke in the event of a fire.
Buzzer functions for immediate notification when a fire
occurs.

The sensor node detects the presence of fire and
smoke and then sends the results to the master node.
The sensor node is supplied with voltage by a 12VDC
adapter via the dc jack on the back. The switch serves
to disconnect and connect the voltage from the dc
jack to the step-down module. The step-down module
functions as a voltage reducer from 12VDC to 5VDC
and supplies it to the KY-026 microcontroller and fire
sensor and MQ2 smoke sensor.

The reasons for using the KY-26 fire sensor and
MQ2 smoke sensor are:

1) KY-026 can detect fire quickly and accurately
with a maximum distance of 60cm and can
provide fairly accurate fire detection data [14].

2) MQ2 can detect smoke in the range of 300ppm
to 10,000 ppm and can provide fairly accurate
smoke readings [13]–[15].

The circuit diagram of sensor nodes can be seen in
Fig. 4. To detect a large area, you can add a few more
sensor nodes to detect fires in the entire area you want
to detect.

Fig. 4. Sensor Node Circuit Diagram

B. Master Nodes

The master node uses the NodeMCU ESP8266
as its microcontroller because the wireless sensor
network system used to communicate uses the ESP
NOW protocol, which is a protocol developed by
Espressif. ESP NOW can only be used on ESP type
microcontrollers [1], [11], [16]–[19]. The ESP8266
NodeMCU will receive data from the 4 sensor nodes
and process the data into conditions and then send
the condition results to the cloud server via the REST
API. When one of the sensor nodes detects a fire, the
master node will send a message via the telegram bot
and send condition data to the cloud server. When the
sensor nodes do not detect a fire, the master node will
send condition data every 5 minutes to the server. The
master node collects data from all sensor nodes and
processes it then the results of the process will be sent
to the cloud server via the REST API. The master node
circuit can be seen in Fig. 5.

Fig. 5. Master node circuit diagram.

C. Cloud Server

The cloud server uses a Virtual Private Server
(VPS) with specifications of 3 CPU cores, 3GB RAM,
40GB storage, and unlimited internet bandwidth. The
operating system used is Ubuntu 20.04 LTS and
installed several supporting software for REST APIs
and Websites such as Apache, MySQL, and PHP
7.4.3. The REST API and Website are made using
the CodeIgniter 4 framework and several tools such
as bootstrap CSS, jQuery, and JavaScript.
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Fig. 6. Website login page

Fig. 7. Website dashboard.

The monitoring dashboard and all sensor reading
data can only be accessed by logged-in users. This
Dashboard menu present in Fig. 7 is useful for
displaying real-time fire detection data from sensor
nodes and their fire status. The Sensor Reading Data
menu functions to view all detection data that has been
sent to the server. The website can be accessed from
anywhere using the internet and makes it easier to
monitor the house in the event of a fire.

D. System Flowchart

This prototype fire detection system has several
flowchart parts, namely flowchart sensor nodes,
flowchart master nodes, flowchart cloud servers.

1) Sensor Node Flowchart: Fig. 8 is a sensor node
flowchart where the process begins with the
pin and variable initialization stage, followed
by reading fire and smoke. If smoke or fire is
detected, the buzzer will light up and send the
board id and status = 1 data to the master node.
If smoke or fire is not detected, the buzzer will
turn off and send the data board id and status =
0 to the master node.

2) Master Node Flowchart: Fig. 9 is a master node
flowchart, where the process begins with the
pin and variable initialization stage. The reading
of the sensor node results (S1 – S4) where
conducted concurrently. There are 15 conditions
(K 1-15 conditions) and 15 condition outcomes
(M 1-15 Results). Example K-1 conditions
where S1 = 0, S2 = 0, S3 = 0, and S4 = 1
produces M-1 where the result is ”Fire Detected
in the Kitchen”. And so on up to 16 conditions.
The placement of S1, S2, S3, and S4 can be
seen in Fig. 1 If the results of reading S1 - S4
one of them gets input 1, then it checks the 15
conditions and sends a Telegram message based
on the results of the conditions that are run and

sends the status of S1 - S4 and the condition
results to the server via the REST API. If all S1
– S4 get input 0 then it will check the SendTime
condition, if the SendTime is not 5 minutes then
it will read S1 – S4 again and if the SendTime is
5 minutes it will send S1 – S4 status and “safe
conditions” to the server via REST API, and the
SendTime will be set to 0 again.

3) Cloud Server Flowchart: Fig. 10 is a cloud
server flowchart where the process begins with
an https get request. When the master node
sends data via the REST API, it will check the
data transmission format and passcode to be able
to input data. If you access the cloud server
domain, you will be directed to the login page.
If the login fails it will be directed to log back
in, if the login is successful, it will display the
monitoring dashboard.

III. RESULT AND DISCUSSION

The results of experiments carried out show that this
tool has the potential to be adapted to everyday life to
speed up countermeasures and to know for sure when
a fire occurs in a certain area.

The sensor node detection data by the KY-026 fire
sensor and the MQ2 smoke sensor will be sent to the
master node. The delivery time needed to send data
from the master node to the sensor node can be seen
in Table 2.

Table 2. Delivery time of Sensor Node to Master Node
Delivery Time Receipt Time Delay Delivery

Status
10:52:31.070 10:52:31.940 870 ms Success
10:52:32.052 10:52:32.972 920 ms Success
10:52:33.079 10:52:33.955 876 ms Success
10:52:34.064 10:52:34.986 922 ms Success
10:52:35.111 10:52:35.974 863 ms Success

Average delay 890 ms

The test results in Table 2 are obtained by
connecting the sensor node and master node to the
laptop and then opening the Arduino IDE serial
monitor to read the process of sending data on the
sensor node to the master node and recording the time
of sending and receiving data to find out the delivery
delay. From 5 attempts to send data, all data can be
sent perfectly, and it doesn’t take too long to send data,
even fast.

The data from the sensor nodes received by the
master nodes are then processed and conditioned and
then sent the data from the process to the cloud server
via the REST API provided for display on the website.
The time required for sending data from the master
node to the server can be seen in Table 3.

The test results in Table 3 are obtained by
connecting the master node to a laptop and then
opening the serial monitor to read the delivery process
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Fig. 8. Sensor node flowchart.

and then recording the delivery time, opening the
monitoring website, and displaying the master node
input data to see the time of receipt on the cloud server.
From 5 attempts to send data based on Table 3, all data
can be sent perfectly, and it doesn’t take too long to
send data, even fast.

Table 3. Delivery time of Master Node to Cloud Server
Delivery Time Receipt Time Delay Delivery

Status
14:08:19.415 14:08:19.756 341 ms Success
14:09:56.893 14:09:57.245 352 ms Success
14:10:53.345 14:10:53.703 349 ms Success
14:12:39.180 14:12:39.554 374 ms Success
14:13:30.744 14:13:31.100 356 ms Success

Average delay 345 ms

When the sensor node detects a fire and sends
data to the master node, the master node will send a
message via telegram to the homeowner and the master
node will immediately send the condition processing
data to the cloud server. When all sensor nodes do not
detect fire or smoke, the master node will send data
to the cloud server every 5 minutes. The sending of
fire notification messages by the master node via the
telegram bot API uses an internet connection therefore
there is a delay in delivery. Delay in delivery can be
seen in Table 4.

The test results in Table 4 are obtained by
connecting the master node to the laptop and then
opening the serial monitor to read the process of

Table 4. Delay Notification Message Delivery
Delivery Time Receipt Time Delay Delivery

Status
14:08:18.777 14:08:19.784 1.007 ms Success
14:09:56.261 14:09:57.389 1.128 ms Success
14:10:52.711 14:10:53.849 1.138 ms Success
14:12:38.545 14:12:39.709 1.164 ms Success
14:13:30.744 14:13:31.167 423 ms Success

Average delay 972 ms

sending telegram messages when a fire condition
occurs and then recording the delivery time, the
reception time is obtained through the cellphone
receiving the telegram message. From 5 attempts to
send data based on Table 3, all telegram messages can
be sent perfectly, and it doesn’t take too long to send
messages, even fast.

IV. CONCLUSION

This prototype house fire detection system consists
of 4 sensor nodes and 1 master node. The master
node concurrently processes the 4 input data from the
sensor node into 16 conditions, so the system is more
responsive. Based on testing the data transmission from
the sensor node to the master node has an average
delay of 870 milliseconds. The test of sending data
from the master node to the cloud server has an average
delay of 345 milliseconds. The test of sending telegram
messages from the master node to the recipient’s
cellphone has an average delay of 972 milliseconds.
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Fig. 9. Master node flowchart.
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